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Initial Access to DCPDS, CSU and ART at the Central Site

Purpose
This document provides step-by-step instructions for your initial login to the civilian personnel applications at the central site (Defense Civilian Personnel Data System (DCPDS), Customer Servicing Unit (CSU) Application, and Army Regional Tools (ART).  It also covers other changes that you need to be aware of as a result of the centralization of the regional DCPDS databases.

Background
DCPDS, CSU, and ART are moving from their regional CPOC servers to a centralized location (the new Army Civilian Data Center at Rock Island, Illinois) beginning on 6 Jun 2003. During the transition period, the DCPDS database will not be available.  Once the centralization process is complete, the DCPDS database will re-open at the central site on 25 Jun 2003 for CPOC and CPAC users, and 30 Jun 2003 for all other users. 

Users will still be able to access ART and CSU at their regional servers the same as always (the data in these applications will be current as of 6 Jun 2003).  However, access to these applications will also end after business hours on 20 Jun 2003 and not be available until the end of the transition period (this is so that these applications can also be moved to the central site).  

Current users of these applications will have new user IDs and passwords created during the transition and will need to use these new user IDs and passwords to access the applications.  The exception to this is users who access the Northeast region database – that database was moved to the central site in March and users have already been given new user IDs and passwords.

Overview
During your first access to the centralized applications, you will be navigating to the new location of the central site and logging into ART with a new user ID and a default password.  At that point, you will only be able to access the CSU, and only to change your default password (your CSU password is also your ART password).  After changing your CSU/ART password, you will need to exit completely, then log back into ART using your new password.  At that point you will have full access to ART.  If you have a DCPDS account, you can then log into DCPDS where you will also have to change your password.   

If you have more than one DCPDS, CSU, and/or ART account, you will need to repeat this process for each account.

Other changes
The other changes that you need to be aware of are covered in separate sections after the initial login instructions:

· Request for Personnel Action (RPA) numbers will have changed.

· Position sequence numbers will have changed.

· The list of names used when routing RPAs will be much larger.

· Groupbox names will have changed.

· CPOC users will want to check the organizational information in their ART profile.  

Need help?
If you run into problems or need help with your initial login to the central site or other changes, contact your CPOC’s Help Desk.  They will have a list of all former user IDs and what the new user IDs and passwords are, and can also help with other problems or questions. 

For more information about using DCPDS or the CSU Application, see the DCPDS Desk Guide at http://www.cpocma.army.mil/deskguid.  For more information about using ART, see the ART Users Guide at http://www.cpocma.army.mil/artguide.  

Initial Login Instructions

Before you begin
You will need the following information to perform the steps shown below:

· Your AKO (Army Knowledge On-Line) account name (this is the same as the first part of your AKO email address, for instance, if your AKO email address is John.Roberts4@us.army.mil, your AKO account name is John.Roberts4.  If you have a number after your name (as in the example), that is part of your account name.

· Your social security number.

· The default passwords that will be used for initial access to the applications (these will be provided in an email message to users).

· If you have more than one DCPDS, CSU, or ART account, you will need the account name and “pseudo” social security number for the secondary account(s) (these will be provided in an email message to those affected).

Process
Follow these steps the first time you log in to these applications at the central site.  If you have more than one account, you will need to repeat these steps for each account.

Step
Action

1
Open your Internet browser (Internet Explorer) and navigate to the central site (https://armyweb01.ria.army.mil/art.  You can type this address in the “Address” block of your browser, or copy and paste it, or just click on the link to open your browser and get to the central site.  Note:  if you are connecting from outside of a military domain (email address does not end in “.mil”), you may need to copy and paste this address into your Internet browser rather than just clicking on the link shown.

2
When the ART login screen displays, enter your new ART user ID (your AKO account name, but with underscores (_) instead of periods, e.g., John_Roberts4, and the default password provided separately, then click on the <Click Here to Login> button.
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If your login was successful, you will see the screen below.  If your login was not successful, the user ID and password blocks will still be on your screen and you can try again.

Hint:  click on the <Add to Favorites> button – then, next time you need to login, you can select “Army Regional Tools” from your browser’s list of favorites.

If the information shown on this screen is incorrect, you can update it by clicking the <Change User Settings> button.  You can do this now, or any time you login later.

Click on the <Proceed Into System> button.  


[image: image2.png]=lolx|

Army Regional Tools

Successful login - Army Regional Tools

User ID: GREG_WERT
User Name: WERT GREGORY A
IP Address: 130.114.130.99
User Location: NORTHEAST REGION,
User Comm Phone Number: 410-306-1729
User DSN Number: 458-1729
User Email Address: greg wert@cpocma army.mil

>y Proceed Inta Systerm »>
Change User Settings
Addto Favorites

[@iore

[ 18 @ mere:







4
The ART main menu will display.  The only option on the menu at this point will be “External Applications II”.  Click on this menu selection, then on the next menu, click on “Central Site” to display the screen below.  Click on “Central Site CSU” (this is again the only option).  
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ART will launch Citrix to access the Central Site CSU database.  Push any key when the Warning Statement displays.  You will then be prompted to enter your CSU user ID and default password (the same ones you used to login to ART in step 2).  Do not put anything in the “Database” block.  Click on the <Connect> button (note, the hourglass will remain but you can click anyway).
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The “CSU Options” screen will display, but with a notice that your password has expired.  Click the <Yes> button on this window to go to the “Change Password” screen.
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Select and type in a new password in each block.  The new password must be at least six characters, must begin and end with a letter, and must contain at least one number. Hint:  if you make your password at least eight characters long, you can use the same password for DCPDS.   Click <OK> when you are done.
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On the “CSU Title” screen, click the <Exit> button (shown here), and click the <Exit> button again on the “CSU Options” screen.
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This will return you to the ART main menu.  Exit from ART by clicking the “Log Off” icon at the far right side of the tool bar (the open door with the arrow).
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Repeat steps 1 and 2 to log back into ART.  Use the same user ID, but this time use your new CSU password that you established in step 7 (ART and CSU user IDs and passwords are the same).  Click on the <Proceed Into System> button.

If you do not have a DCPDS account, you are done and do not need to continue with the remaining steps.  You are ready to use ART and CSU.

11
This time, you will have access to all the ART tools on the menu.  Select “External Applications II”, then “Central Site”.
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Next, select “Central Site DCPDS”.
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ART will launch Citrix to access the Central Site DCPDS database.  Push any key when the Warning Statement displays.  You will then enter your new DCPDS user ID and the default DCPDS password provided separately.  This user ID is your AKO account name (this time using periods instead of underscores), followed by a slash (/) and the same 3-letter account identifier you used before, e.g., John.Roberts4/MGR.  Click the <Connect> button once you have entered the login information.

[image: image11.png]ET

75 Oracle Applications.
Action

Pl v =

HelpWindow

=7 RS

[ 0racle Applications

UserName

Password

Copyright (c) Oracle Corparation, 1984, 1936, Al Rights Reserved

‘OFFICIAL U.S. GOVERNMENT SYSTEM

FOR AUTHORIZED USE ONLY
[ WARNING **WARNING***WARNING " WARNING *7]
Unauthorized access to this ULS. Covernment computer system.
and software is prohibited by Tiile 18, US Code, Section 1030,
"Fraud and Related Activity in connection with Computers”.
Unauthorized use is a felony which is punishable by a $10,000

fine and 1 1o ten years in jail. Do not discuss, enter, fransfer,
Drocess, or transmit data of greatex sensitivity than.
sensitive-unclassified. Using this system constitutes consent to
security festing and monitoring.

Unauthorized use could sesultin criminal prosecution.
The information contained in this system is subject to

The Privacy Actof 1974 as amended.

[NEW_USER ID/MGR

Cancel Connect





 

14
Click <OK> on the notice that your password has expired:
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On the “Password Update” window, enter the default password you used to login, then enter a new password twice and click <OK>.  The new password must be at least eight characters long.
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The DCPDS navigator menu displays (or the list of responsibilities if you have more than one responsibility).  

You have now successfully logged into ART, CSU, and DCPDS and changed your passwords.  You are now ready to use the applications.

Don’t forget: if you have more than one account, you need to repeat this process for your other accounts.  

Other Changes

RPA numbers
Note, this does not apply to RPAs in the Northeast Region database.  They have not changed.

Requests for Personnel Actions (RPAs) that were in CPAC and CPOC inboxes prior to centralization have been moved into the centralized database, but with new numbers.  RPAs that were not in CPAC or CPOC inboxes (e.g., those that were in manager or resource manager inboxes) were not moved and will have to be re-created if still needed.  

The RPA Tracker tool in ART can be used to find the new number of an RPA.  

Routing RPAs
When you route an RPA to another user, the list of names of people to whom you can route the RPA will be much longer than before since it will include all DCPDS users, not just those from one region.  

· You can quickly narrow down the list simply by typing the first few letters of the user ID you are looking for (often this will be the first name of the user) before clicking anywhere else on the routing window.

· You can also use the “Find” window at the top of the RPA routing screen to find entries that match part of a name or user ID:  enter the part of the name you are looking for, surrounded by the wild card (percent sign), e.g., %smith%, then push the <Find> button at the bottom of the window.

The user IDs on the list may also be different.  For most users, they will be based on the AKO account name (first.last) followed by the account identifier (/MGR, /RMM, etc.).  If there are a number of people with the same name the AKO account name will have a number at the end (Mary.Smith4).  You may not be able to tell which is the correct one.  The easiest way to find out is to contact the individual and ask them which account is theirs. Another way to do this is to look up the person in the AKO “White Pages” – the information to the left of the @ sign in the email address is the person’s account name (e.g., for  mary.smith4@us.army.mil, mary.smith4 is the account name).  Since many users route RPAs to the same person repeatedly, this should only need to be done once. 

Groupbox names
Groupboxes are often used when you route an RPA to the CPOC (or CPAC).  Most groupbox names have changed.  Many will include a region number (Eur=0, Kor=1, NC=3, NE=4, Pac=5, SC=6, SW=8, West=9).  To quickly narrow down the list of groupboxes, type the first characters of the groupbox name on the list of groupboxes:  

· CPOC groupboxes (where RPAs are often routed from an activity using “RPA Direct”) begin with XYZ-region number (e.g., XYZ-4), followed by an abbreviation for your organization.

· CPAC groupboxes begin with XYZ-region number-CPAC ID (e.g., XYZ-4-EU).  

· Manager, EEO, and RM groupboxes, if used within an activity, are comprised of MGR, EEO, or RM + -region number + an organization abbreviation, e.g., MGR-4DLSU, EEO-4DLSU, RM-4DLSU.

Position sequence numbers
Note, this does not apply to position records in the Northeast Region database.  They have not changed.

Position sequence numbers (the unique identifying number of DCPDS position records) have changed.  Sequence numbers will be much larger than you are used to seeing, since numbering will include all position records in Army, not just in one region.  Sequence numbers over 200,000 will not be unusual.

ART user profiles (CPOC users)
CPOC users may want to check their ART user profiles to make sure they reflect the correct region, division, and branch.  These selections pre-filter the records selected when you are using the “My Stuff” tool in ART.  You can access your profile when logging into ART (select <Change User Settings> right after logging in), or use the “User Settings” icon on the ART toolbar (looks like a set of tools).  You can change these selections any time, even while displaying data in ART – the data you are displaying will change to reflect the new filters.

PAGE  
Initial Access to Central Site.doc
1
23 Jun 2003

